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The Joint Legislative Audit and Review Committee 
(JLARC) carries out oversight, review, and evaluation 
of state-funded programs and activities on behalf of 
the Legislature and the citizens of Washington State.  
This joint, bipartisan committee consists of eight 
senators and eight representatives, equally divided 
between the two major political parties.  Its statutory 
authority is established in RCW 44.28. 
 
JLARC staff, under the direction of the Committee 
and the Legislative Auditor, conduct performance 
audits, program evaluations, sunset reviews, and 
other policy and fiscal studies.  These studies assess 
the efficiency and effectiveness of agency operations, 
impacts and outcomes of state programs, and levels 
of compliance with legislative direction and intent.  
The Committee makes recommendations to improve 
state government performance and to correct 
problems it identifies.  The Committee also follows 
up on these recommendations to determine how they 
have been implemented.  JLARC has, in recent years, 
received national recognition for a number of its 
major studies.    
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Overview 
In response to the events of September 11, 2001, the Legislature added 
records related to preventing terrorist attacks and records related to 
computer and telecommunication networks to the list of exemptions from 
public disclosure requirements.  SSB 6439 (Chapter 335, Laws of 2002) 
also directed JLARC to review the effect of the law by September 2004 
on state agency performance in responding to requests for disclosure of 
records. 

We conclude that the law’s impact has been negligible: the volume of 
requests and denials covered by these exemptions has been very low, 
resulting in little impact on agencies’ workload. 

Public Disclosure  
The state’s public disclosure law requires agencies to make available for 
public inspection and copying all public records, unless the information 
is specifically exempted.   

When the Legislature added the domestic security exemptions, the 
following were specifically exempted from “public inspection and 
copying” (RCW 42.17.310 (1)(ww) & (ddd)): 

••  Portions of records assembled, prepared, or maintained to prevent, 
mitigate, or respond to criminal terrorist acts; 

••  Vulnerability assessments or deployment plans, including 
compiled underlying data collected in preparation of or essential to 
the assessments, or to the response or deployment plans; 

••  Records not subject to public disclosure under federal laws that 
are shared by federal or international agencies; 

••  Information prepared from national security briefings provided to 
state or local government officials related to domestic preparedness 
for acts of terrorism; and 

••

 

  Information regarding the infrastructure and security of 
computer and telecommunication networks. 

Terrorist acts are defined as “acts that significantly disrupt the conduct of 
government or the general civilian population of the state or the United 
States and that manifest an extreme indifference to human life” (RCW 
42.17.310 (1)(ww)). 

Impact On State Agency Performance 
In assessing the impact of the additional exemptions, JLARC was 
directed to select a representative sample of up to five state agencies. 

ony on SSB 6439 as it was debated, we reviewed: Based on public testim
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••  Utilities and Transportation Commission (UTC) 

••  State Patrol 

••  Department of Information Systems (DIS) 

••  Department of Transportation (DOT) 

•  Military Department 

In addition to these five agencies, we spoke with the Attorney General’s Office to determine if 

•

any appeals on denials have been filed.  None have. 

To judge the impact of the exemptions, we asked agencies for information on the total number of 
requests for public records for calendar year 2003.  In addition, regardless of their basis, we 
asked for the number of denials and specifically the number of denials based on the provisions 
added by SSB 6439 for 2003.  We also asked how agencies track requests and their estimate of 

ptions’ impact. the exem
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Of the denials, how 
many based on the 
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Requests 
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of Impact of Added 

Exemptions 

Washington 
State Patrol 9,914 1,867 0 y Negligible 

Database, 
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Department of 
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Officer 
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Head office 
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with all reques
forward
Public 
Disclosu

Small.  While the 
numbers are low
the exemptions 
created in SSB 
6439 are more 
complex than 
other exempt

Military 
Department 24 0 0 sk 

ment 
Office 
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er, 

 

Most requests 
handled by Ri
Manage

Negligible.  
Agency noted tha
it has, howev
added some 
complexity to the
review process. 

Utilities and 
Transportation 
Commission 

UTC believes it does not possess documents that are subject to exemption from disclosure 
under the provisions of SSB 6439.  According to the UTC, companies they regulate do not 
typically file with the Commission the types of records described in SSB 6439. 

 
 
The table shows differences in total numbers of requests for public

based on the new exemptions.   
 records disclosure, but only 

three requests were denied in 2003 
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Interestingly, these three denials were only partial.  Specific information related to addresses of 
DIS equipment or disaster recovery plans was redacted (deleted), but the remainder of the 
request was filled.  This is consistent with a memorandum from the Attorney General’s Office 
explaining how the provisions of SSB 6439 should be put in place.  The memorandum 
emphasized the need to redact only the protected information and disclose the remainder of the 

ch, UTC inspectors are not involved and have 
o documents that might be subject to disclosure. 

 

s, more “information traffic” could be subject to records 
ublic disclosure requests in the future.  

egislative Auditor 

gislative 
Committee. 

r Jim Horn 
hair 

 

request (Please see Appendix 3). 

A Note on Pipelines and the Utilities and Transportation Commission 
Disclosure of pipeline security plans has been an area of concern in Washington State.  
According to the UTC, the responsibility for the review of these plans has been transferred to the 
ederal Department of Homeland Security.  As suf

n
 

CONCLUSION  
The impact on agencies of these new exemptions to public records disclosure has been 
negligible.  Based on our analysis of information from the five agencies, we conclude that
agency performance in responding to requests for information has not been adversely affected.   

However, as indicated by both the Department of Information Services and the Military 
Department, every additional exemption does add a layer of complexity to the review process.  
These exemption areas could be used more extensively in the future.  With a nationwide 
emphasis on preparing for terrorist attack
p
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MANDATE 
In the 2002 Legislative Session, SSB 6439 (Chapter 335, Laws of 2002) established 
exemptions from public disclosure for records related to preventing terrorist acts and for 
information related to the infrastructure and security of computer and telecommunication 
networks.  JLARC is to review the impact of these exemptions on agency performance 
in responding to requests for public records under public disclosure. 

BACKGROUND 
SSB 6439 added or amended “from public inspection and copying” (RCW 42,17.310) 
the following exemptions: 

• Portions of records assembled, prepared, or maintained to prevent, mitigate, or 
respond to criminal terrorist acts. 

• Deployment plans, including compiled underlying data collected in preparation 
of or essential to the assessments, or to the response or deployment plans. 

• Records not subject to public disclosure under federal laws that are shared by 
federal or international agencies. 

• Information prepared from national security briefings provided to state or local 
government officials related to domestic preparedness for acts of terrorism. 

• Information regarding the infrastructure and security of computer and 
telecommunications networks. 

In addition to the exemptions, the bill included definitions of “criminal terrorist act” and 
“information regarding computer and telecommunications networks.” 

STUDY SCOPE 
As specified by SSB 6439, JLARC is to: 

• Review the effect of the bill on state agency performance in responding to 
requests for disclosure of records. 

• Conduct the review by selecting a representative sample of requests, and 
agency’s response to the requests, from up to five state agencies. 

STUDY OBJECTIVES 
JLARC will determine the effect on agency performance by analyzing the number of 
requests denied based on the criteria added by SSB 6439.  This will be compared to the 
total number of requests and the total number of denials.  We will also provide 
information on how the selected agencies track requests and denials. 

Timeframe for the Study 
Report to JLARC in June 2004.  

JLARC Staff Contact for the Study 
John Woolley (360) 786-5184 woolley_jo@leg.wa.gov 
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APPENDIX 2 – EXAMPLES OF AGENCY 
RESPONSE(S) 
 

 

••  Utilities and Transportation Commission 

••  Department of Information Services 
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APPENDIX 3 – ATTORNEY GENERAL’S 
MEMORANDUM 
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